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Abstract

Many audio and video stream applications in the In-
ternet require good network performance but not perfect
reliability. Such applications should employ congestion
control and should not shut down the TCP flows by
restricting buffering too much.

However, the Internet is not a small local commu-
nity, and it is impossible to rely on all developers to
incorporate end-to-end congestion control in their In-
ternet applications. The network should take part in
controlling its own resource utilization.

Most research for fair queuing tend to focus on re-
ducing processing overhead and achieving exact fair-
ness for each flow. In this paper we claim that perfect
fair queuing is not effective for end users in the current
complicated network environment.

We propose Soft Fair Flow Control(SF-FC) which
is a light weight router mechanism that employs simple
FIFO gqueuing, and shows high performance than other
fair queuing. SF-FC provides fair network resource al-
location to non-adaptive and adaptive flows. Fach SF-
FC router informs the upstream SF-FC router of its
link state. Based on the received state, SF-FC dynam-
ically sets the packet discard rate of the non-adaptive
flows.

1 Introduction

In the Internet where various network applications
share the network resources, flow control needs to be
combined with congestion control. In recent years con-
gestion control relied only on the mechanisms provided
by Transmission Control Protocol(TCP)[2]. TCP con-
gestion control becomes efficient only when all the flow
cooperate, and fairness is achieved when all the flows
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use the same congestion control algorithm.

On the other hand, in the Internet several real-
time streaming applications run over User Datagram
Protocol(UDP)[1] using an individual flow control for
improving their performance. Like Integrated Ser-
vice/Resource reSerVation Protocol(RSVP)[12] and D-
ifferentiated Service[4], it is important to provide Qual-
ity of Service(QoS) guarantees to these applications.
However, network resources are limited and it is im-
possible to grant the QoS demands of all applications.
Therefore, we should not guarantee QoS without con-
sidering fairness.

Unfair sharing among adaptive flows of different seg-
ment size packets and Round Trip Time(RTT) are
not much of a problem compared to unfair sharing of
adaptive and non-adaptive flows. By controlling non-
adaptive flows appropriately, the Internet will be a dis-
ciplined environment.

Like TCP-friendly[5] schemes, it is important for
non-TCP flows to have congestion control to keep the
fairness with TCP flows. However, flow control inside
the network is also necessary because end hosts may
not always have good intentions. For that reason, it is
favorable to control flows at the router and design the
network from a network administrator standpoint.

Various types of fair queuing, such as Deficit Round
Robin(DRR)[10] have been proposed. However, they
cannot be easily deployed in a backbone environment
with thousands of flows, as their complexity increases
with the number of flows. Since fair scheduling is done
toward output links, whether efficient control has been
made to end applications is hard to estimate, especially
in a complicated network environment where one may
pass multiple routers.

In this paper, we propose Soft Fair Flow Control
(SF-FC) from the network administrator standpoint.
Soft Fair means that it does not achieve strict per-flow



fairness like DRR. In SF-FC, the non-adaptive flow is
controlled based on the flow state from the downstream
router, and it solves the wasted allocation problem in
current fair queuing. SF-FC also achieves a highly effi-
cient fair bandwidth allocation, so that the bandwidth
is not monopolized by non-adaptive flows.

The paper is organized in the following order. Sec-
tion 2 of the paper covers the problem of current queu-
ing models. In sections 3 and 4, we propose our scheme
and the implementation. Section 5 compares SF-FC
with other queuing models. Sections 6 and 7 include
discussion and future works, followed by a conclusion.

2 Problems in Current Fair Queuing

Most of the fair queuing specify a mechanism with-
in a single router, and do not define any cooperation
between routers. If all flows pass one router and reach
the final destination in one hop, then fair queuing can
provide aimed performance to end-users.

However, in many cases flows pass multiple routers
with different policy and network bandwidth. There-
fore, there is no guarantee that the allocated band-
width in the upstream router will be allocated again in
the downstream router.

We assume that a flow arrives at its final destination
through n fair queuing routers. The number of flows
that share the output link of the ¢ th router is represent-
ed as fn;. The bandwidth of the output link is bw;.The
following equation shows the gross bandwidth wasteful-
ly allocated to the flow, where z* denotes mazx(z,0).
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Figure 1. Test Environment

Here, we show an example. We assume that a Con-
stant Bit Rate(CBR) flow passes three fair queuing

routers as seen in Figure 1. In Link 1, 10-Mbps band-
width is shared by three TCP flows (flow A, B, C) and
one CBR flow. In Link 2, 8-Mbps bandwidth is shared
by four TCP flows (flow D, E, F, G) and one CBR flow.
In Link 3, 6-Mbps bandwidth is shared by three TCP
flows (flow H, I, J, K, L) and one CBR flow. Figure
2 shows the bandwidth utilization of the flows in each
link. The CBR flow is utilized with different amounts
of bandwidth at each link. However, at Link 3, the fair
share bandwidth and final throughput of the CBR flow
are 1 Mbps, which means that there is wasted alloca-
tion in Link 1 and Link 2.
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Figure 2. Wasted Allocation

3 Neighbor-state Based Soft Fair Flow
Control

In this section, we describe the design of Soft Fair
Flow Control (SF-FC). SF-FC is designed based on
the Neighbor-state Based Queuing(NBQ)[11]. SF-FC
expands NBQ’s flow control to achieve higher perfor-
mance and fairness between non-adaptive and adaptive
flows.

SF-FC consists of three principal elements.

e SF-FC Manager that exchanges the status of non-
adaptive flow with neighboring routers.

e SF-FC Estimator that identifies non-adaptive and
adaptive flows and estimates the status.

e SF-FC Discarder that controls sending rate by dis-
carding the packet of non-adaptive flows.

3.1 Estimate and Maintain Flow Status

Table 1 shows the variables that SF-FC maintains.
Non-adaptive and adaptive flows are identified from the



protocol field in the TP header. We use 7 to calculate
the number of active flows.

Two valuables, p and v, are calculated by the con-
dition of the flow received from the downstream router
and the measurement result from other variables. De-
tailed calculation of p and v are presented in the next
section.

3.2 Negotiation between Neighboring Routers

SF-FC Manager of the downstream router monitors
packet arrival quantity A and packet departure quanti-
ty fi at regular intervals. SF-FC Manager informs their
link state to the upstream router only when the out-
put link is congested and there is a buffer overflow that
causes packets to be dropped.

The mechanism of searching the neighboring router
is shown in Figure 3. First the SF-FC Manager checks
whether it has an entry of incoming flow. If an entry
exists, the SF-FC Manager will use its IP address. If an
entry does not exist, the SF-FC Manager will broadcast
the Neighboring Discovery Packet(NDP).

If there is no response from the neighboring SF-FC
Managers, the NDP is resent toward the source host
of the flow. Since NDP has a special protocol identi-
fier, if it passes a router that supports SF-FC, it will
be received there without going to the final address.
The router that receives the NDP answers back to the
router that sent it.
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Figure 3. Searching Neighbor Routers

4 Flow Control Mechanism

Basic Discard Rate (BDR) and Fair Bandwidth (F-
B) are keywords in the flow control of SF-FC. The final

packet discard rate v is calculated using BDR and FB.

e BDR is the packet discard rate of non-adaptive
flows calculated so that it does not exceed the
packet departure quantity in the downstream
router.

e FB is the bandwidth that is allocated to non-
adaptive flows in consideration of the fairness with
adaptive flows.

4.1 Calculation for Basic Discard Rate

Based on the notification from the downstream
router, SF-FC calculates the BDR of each non-adaptive
flow. We explain the calculation method of BDR in
Figure 4.
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Figure 4. Basic Discard Rate Estimation

Increasing BDR

We assume v;! as the packet discard rate of flow i at

time ¢ in router A. The relationship between packet ar-
rival quantity and packet departure quantity is shown
in Eq. (1). When a packet drop occurs due to network
congestion in router B at time ¢, router A increases v;*
to reduce the packet departure quantity.

At =) = gt (1)

Router B notifies router A of A and jit. We assume
that the notified packet arrived at router A at time
t + d. Router A can calculate the packet discard rate
v;tT? without packet drop in router B at time t + d as
follows:

t+d /"; )‘z t
V4 = 1-—= (1-v;")
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Table 1. Estimate Variables

Symbol Estimate Variable Type Flow
v Arrival Packet Quantity Unique Adaptive Flows
T Last Packet Arrival Time Per-Flow | Adaptive & Non-Adaptive Flows
A Arrival Packet Quantity Per-Flow Non-Adaptive Flows
o Departure Packet Quantity | Per-Flow Non-Adaptive Flows
p Arrival Packet Regulation Uniquet Adaptive Flows
v Packet Discard Rate Per-Flowf Non-Adaptive Flows

Since router A does not know the exact value of d,
it cannot recognize ;' when a packet is dropped in
router B. In order to avoid this problem, we take the
regular number from the history of y; in router A, and
set its mean value as p!.

The basic discard rate (BDR;) is updated at regular
interval N. It is desirable to set a larger value for
N than the network delay to the downstream router.
BDR; is increased by using exponential averaging as
shown in Eq.(3).

BDR; = avi’ + (1 — a)v™ 0<a<l) (3

Decreasing BDR

As describe in the previous section, SF-FC Manager
informs their link state to the upstream router only
when there is a buffer overflow that causes packets to
be dropped. When SF-FC Manager does not receive
their link state information packet from downstream
routers at a regular interval, the sending quantity is
increased by a fixed quantity(I) using Eq. (4).

When the network traffic is reduced and the packet
drop in the downstream router (1— f\f’: ) becomes below

a regular value, the upstream router also reduces the
packet discard rate with Eq. (4).

= @

4.2 Calculation for Fair Bandwidth

BDRi = ’U,’t -

Non-adaptive flows can be controlled efficiently
when an upstream router uses BDR. However, in the
Internet, there are adaptive flows that conduct flow
control at end hosts. Therefore, SF-FC needs to consid-
er the coexistence of non-adaptive and adaptive flows.

F'B is the amount of bandwidth that non-adaptive
flows can utilize and is calculated in advance to avoid
over-utilization of bandwidth. The final packet discard
rate v is calculated based on the F'B and BDR.

The number of active non-adaptive flow n,, and the
number of active adaptive flow n, are counted by using
7 in SF-FC. The theorical value of the bandwidth allo-
cated to non-adaptive flow W is calculated with Eq.(5)
using the output link bandwidth B. The bandwidth
that non-adaptive flows are actually using W is calcu-
lated with Eq.(5) by using packet arrival quantity A;
and packet discard rate v;.

Nn
Ny o
W=B_—t-, W_izzlm (5)

If there is a bottleneck in the downstream link, there
is a possibility that the adaptive flow cannot use all the
allocated bandwidth. In this case, it is better for SF-
FC to allocate the unused bandwidth to non-adaptive
flows.

The change rate p in the arrival packet quantity
of adaptive flow is being monitored by using Eq.(6).
When the change rate is stabilized, all the available
bandwidth is allocated to non-adaptive flows. Since
adaptive flows always yield bandwidth to non-adaptive
flows, it is impossible for adaptive flows to invade or un-
fairly occupy bandwidth. Therefore, SF-FC makes sure
that non-adaptive flows do not exceed the fair share
limit by pushing away adaptive flows. F'B is calculat-
ed on the basis of Eq.(7).

t—1

P=p (-8~ (0<B<1) ()
Y

W if W< W
FB=< B-—«v elseif 09<p<1.1 (7)
w otherwise

Based on max-min fair allocation in Figure 5, the
bandwidth allocated to each flow is calculated from F'B
and BDR. The final packet discard rate v is calculated
from the allocated bandwidth and the arrival packet
quantity.



max_m n_estimate (buffer, count) {
allocation = buffer / (ng +np- count );

for (i =0; i <np; i ++) {
if (N!'=3 )
3 += al | ocati on;

if (N<=3 ) {
rest +=9§ - N ;
= N ;
count ++;

}
if (( rest >0) &% (count <nn ))
max_m n_estimte (rest, count);

Figure 5. max_min_estimate function

The max_min_estimate function allocates the FB to
each non-adaptive flow. We denote §; as the allocated
fair bandwidth to non-adaptive flow i. v; is calculated
by 1 - f\—

5 Evaluation

In this section, we evaluate the SF-FC performance
by simulation. All simulations were performed using
the ns-2[9] simulator. To evaluate the performance
of the SF-FC, we compared SF-FC with FIFO and
DRR[10]. We repeat the same experiment 100 times for
30 seconds and take the mean value as data. Each link
has a delay of 1 ms, and a buffer of 64 KB. The TCP im-
plementation is a BSD compatible two-way TCP based
on TCP-Reno. The packet payload size is 1000 byte.
Delayed ACK is enabled.

TCP & UDP Source

10 Mbps

1 Mbps or 10 Mbps
O—O

Figure 6. Simulation Network Topology

5.1 Performance of Fairness

To compare the performance of fairness, we simu-
lated configuration shown in Figure 6. The bandwidth
of the link that is connected to UDP sink is set to 10
Mbps. There are a total of 10 flows that share two
links. In all experiments, the flow of UDPN is CBR
of the transfer rates of N x 2 Mbps. Figure 7 shows
the throughput of each flow where all flows are UDP.

SF-FC can allocates fair bandwidth to each CBR that
differs from DRR without requiring multiple queues
and complicated scheduling.

Figure 8 shows the throughput of one TCP flow and
nine UDP flows. Figure 9 shows the throughput of
five TCP and UDP flows. Unlike FIFO, SF-FC can
allocate a fair bandwidth to the TCP flows. In FI-
FO, non-adaptive flows like UDP degrade TCP perfor-
mance substantially. For TCP such phenomenon be-
comes a serious problem. In FIFO, depending on the
input rate of UDP, unfair sharing occurs among UDP
flows.

In these simulation results, one can see that the
performance of SF-FC and DRR are similar. How-
ever, since SF-FC processes multiple adaptive flows as
one group, fairness cannot be achieved among adap-
tive flows with different segment size or RTT. Regard-
ing the performance of fairness, DRR shows excellent
performance.

5.2 Performance of Link Sharing

The simulation environment in the previous section
assumed an ideal environment for fair queuing routers.
All the links on the network had the same link band-
width and was shared by the same number of flows.
However, in reality, such an environment hardly exists
and usually there is a bottleneck that occurs from net-
work congestion or narrow bandwidth. Here we sim-
ulated the SF-FC performance where there is a bot-
tleneck at the downstream link. Details are shown in
Figure 6 where the bandwidth of the link connected to
the UDP sink is set to 1 Mbps.

The simulation result is shown in Figure 10. While
DRR and SF-FC both have the same amount of UDP
throughput, SF-FC shows higher performance in TCP
throughput. This is due to the fact that the down-
stream is a bottleneck and SF-FC avoids bandwidth
allocation to wasteful packets in upstream router.

Also, we simulated the performance of SF-FC in a
wide area network environment shown in Figure 11.
10-Mbps UDP flow passes ten routers. The UDP sink
is connected to a bottleneck link of 1 Mbps. Each of
the five TCP flows share nine links connected to nine
routers. The TCP sources connected to GN, transmit
data to the TCP sink connected to G(N+1). The mean
value for each of the forty-five TCP transfer rates are
shown in Figure 12. In FIFO the bandwidth is mostly
occupied by UDP and TCP has a low transfer rate. As
can be seen, SF-FC achieves the highest performance.
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5.3 Discussion on the Simulation Results

Even if we introduce a complete fair queuing like
DRR, under a complicated network environment it will
not be effective in performance improvement of net-
work applications.

SF-FC has two purposes. One is not to waste the
resources for useless traffic. The other is preventing
network resource of adaptive flows being occupied by
non-adaptive flows. This was achieved with lightweight
processing and SF-FC showed higher performance than
other current queuing models.

6 Discussions and Future Works

SF-FC is designed from the network administrator
standpoint. It is not sufficient to use the protocol field
of the IP header to identify non-adaptive and adaptive
flows. This is because the field is controlled by end
hosts and can be modified intentionally.

Therefore, we need to incorporate a function that
identifies flows at the network level by monitoring the
characteristic (inter-arrival time, duration time, and
throughput) of the flows[3, 7].

Credit-Based Flow Control[6] and Rate-Based Con-
gestion Control[8] are similar to SF-FC in that they
conduct hop-by-hop flow control. They are differen-
t from SF-FC in that they aim to avoid any packet
loss caused by buffer overflow over ATM networks. In
SF-FC and our previous approach NBQ[11], the up-
stream router instantly discards a wasted packet of
non-adaptive flows according to the link state infor-
mation from the downstream routers. SF-FC can also
consider fairness between non-adaptive and adaptive
flows when allocating bandwidth.

7 Summary

As multimedia services using video and audio stream
over the Internet has become manifold, various proto-
cols have begun to run over IP. The key problem in
such an environment is how we allocate limited band-
width to flow with application QoS requirements. Such
problems need to be considered through the provision
of fairness and the effective utilization of the entire net-
work.

However, most research for fair queuing tend to fo-
cus on reducing processing overhead and achieving ex-
act fairness for each flow. In this paper, we claimed
that perfect fair queuing is not effective for end users
in the current network environment.

We have proposed Soft Fair Flow Control, which
achieves fair network resource allocation to non-

adaptive and adaptive flows. SF-FC allocates band-
width by considering the flow state from the down-
stream routers. SF-FC avoids allocating network re-
source to wasted packets that will be dropped at the
downstream router. As a result, SF-FC improves the
performance of user application in a heterogeneous net-
work environment.
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